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Abstract
This paper will examine the current condition of electronic govemment (e-gov) in the U.S. Federal government. A brief 
examination of the legislative framevvork for e-gov will be presented. The current major initiatives at the Federal level of 
government will be examined with an emphasis on the nascent creation of best practices in electronic government.

Izvleček
V članku obravnavamo sedanje stanje v elektronski upravi ameriške federalne vlade. Predstavljamo kratek pregled 
zakonodaje, ki se nanaša na e-upravo. Opisujemo tudi pomembnejše spodbude na federalni ravni s poudarkom na 
porajajoče se uveljavljanje učinkovitejših postopkov v elektronski upravi.

The Legislative Framevvork for Electronic 
Government in the United States
The United States Federal government is the largest 
Information collector, creator, disseminator, and re- 
pository in the vvorld. This underscores the classic 
comment made by Harlan Cleveland (1986) that in es- 
sence “government is information.” The importance of 
Information and information management to the Fe­
deral government has been recognized by many scho- 
lars, authenticated in their research (Davves, et al, 
1999; Fletcher, et al, 1993; Fletcher and VVesterback, 
2000; Hernon, et al,1997; Sprehe, 1987). The value 
of information to government has recently skyrocket- 
ed, hovvever, as government becomes “electronic” 
and government information and Services, ubiquitous.

A complete revievv of ali relevant Federal policy is 
beyond the bounds of this paper. A number of such 
comprehensive papers already exist, and for the pur- 
poses of this paper, only the critical recent legislation 
will be noted. As indicated above, the U.S. Federal 
government has a lengthy and rich history of legisla­
tive attention to government information and person- 
al information freedoms and this focus on information 
policies continues into the present. The onset of com- 
puters and information technology, and the Internet 
as a mass communication media, has only increased 
the focus on and the importance of an informed and 
concentrated policy approach to information. Infor­
mation creation, maintenance, access, disposal, secu- 
rity, and privacy frame and guide the information 
policy arena today.

Papervvork Reduction Act of 1995
The Papervvork Reduction Act of 1995 (PRA) (Public 
Law 104-13)is a lengthy and vvide-ranging lavv, first 
enacted in 1980. It was revised in 1986 vvith some 
changes, and then had a major revision in 1995. The 
PRA was enacted to reduce the papervvork burden on 
private citizens and businesses that internet vvith the 
government. It emphasizes the effective and efficient 
use of IT to achieve papervvork reduction. The second 
goal of the PRA is to create a government information 
management structure that recognizes the value of in­
formation to government and manages it in a strate- 
gic manner, consistent vvith Federal agency missions 
and goals. In its latest version, attention is given to the 
management and use of ali form s of records and in­
formation, paper and electronic, to Computer securi- 
ty, information privacy and information access, sys- 
tems standards, and agency vvide and government 
vvide strategic information planning. The Office of 
Management and Budget guidance to Federal agen- 
cies for compliance vvith the PRA is given in OMB Cir- 
cular A-130.

Government Paperwork Elimination Act 
of 1998
The Government Papervvork Elimination Act of 1998 
(P.L. 105-277, Title XVII) vvas authorized vvith a mini­
mum of attention and fuss, yet it has the potential to 
be one of the most influential pieces of legislation per- 
taining to the management and use of information
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technology—and to the creation of an electronic gov- 
ernment. Once it is fully implemented, GPEA prom- 
ises to create government processes that are more ex- 
ternally focused and Citizen and business-centric. It 
sets up the conditions for a process and performance 
oriented Federal government. With the passing of 
GPEA, there is a formal recognition that government 
is and vvill continue to develop its electronic informa- 
tion presence.

The Clinger-Cohen Act of 1996.
Division D of the Department of Dcfense authoriza- 
tion is titled the Information Management and Tech- 
nology Reform Act of 1996, later renamed Clinger- 
Cohen after the bili's congressional supporters. Cling­
er-Cohen makes specific the development of informa- 
tion technology acquisition and investment practices 
and creates a top-level focus on Federal agency Infor­
mation management through the requirement for a 
Chief Information Officer, which is a direct report to 
the agency head. This act was supplemented by Exe- 
cutive Order 13011, Federal Information Technology 
Management. E.O. 13011 served to bolster the CIO 
structure with the creation of a Federal CIO Council, 
charged with creating cross-agency Information plat- 
forms, maximizing the return and the reach of Infor­
mation technology across the Federal government. As 
vvill be mentioned later in this paper, the CIO Coun­
cil has taken on a key role in creating and enabling 
electronic government processes.

Privacy Act of 1974
The Privacy Act of 1974 (88 Stat. 1896; 5 U.S.C.552a) 
vvas enacted by Congress to legislatively protect per- 
sonally identifiable information created and main- 
tained by Federal agencies. It created the right of an 
individual U.S. Citizen, or lawfully alien, to access per- 
sonal information about him or herself that is in most 
Federal government records. There are exclusions to 
this Act for information that is deemed sensitive or 
eri tičal to U.S. national security. The Privacy Act also 
affirms the principles for fair information practices, 
principles generally accepted in the United States and 
Europe for access to, disclosure of, and accuracy of 
personally identifiable information.

Freedom of Information Act of 1966
The Freedom of Information Act (80 Stat. 250; 5 U.S.C. 
552) vvas enacted by Congress in 1966 to create a more 
effective process for the public to obtain access to Fed­
eral government records. The latest amendment to 
this act occurred in 1996 vvith the major modifications
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being the Electronic Freedom of Information Act that 
affirmed the applicability of the Act to records in ali 
formats and media, including electronic. Federal 
agencies are required under the Act to disclose 
records requested in vvriting by any person. Federal 
agencies may vvithhold information if it falls vvithin 
one of the nine exemptions and three exclusions con- 
tained in the statute. This Act applies only to federal 
agencies and does not create a right of access to 
records held by Congress, the courts, or by State or 
local government agencies.

The Computer Security Act of 1987.
The Computer Security Act (101 Stat. 1724) requires 
that Federal agencies develop comprehensive securi- 
ty plans for ali systems that contain sensitive informa­
tion. It further States that the National Institute of 
Standards and Technology in the Department of 
Commerce, set the security standards to be applied to 
ali systems containing such sensitive information, ex- 
cepting systems that contain national security infor­
mation, intelligence, crypto logic or military informa­
tion vvhich are to be kept secret for purposed of na­
tional defense and national policy.

These are the major legislative tools, vvhich relate 
to electronic government at U.S. Federal agencies. At 
a minimum, they set up the requirements for informa­
tion access, use, maintenance, security and privacy. 
Other policy tools, such as the Computer Matching 
and Privacy Protection Act of 1988, Presidential Deci- 
sion Directive 63 on Critical Infrastructure Protection, 
the Children's Online Privacy Protection Act of 1998, 
and the Office of Management and Budget M e mo on 
Federal Web Site Privacy (June 2,1999) flesh out some 
of the thorny issues vvhich arise vvhen using Comput­
er technology and the Internet to provide basic gov­
ernment information and Services. This is a challeng- 
ing area in the United States, vvhere the tension to 
balance the "right to information privacy" vvith the 
"right to access information" continues to do battle.

A Look at the Internet
A recent report from the U.S. Department of Com­
merce notes that the digital economy is no longer 
emerging in the United States-it is here. This report 
states that in 1994 three million people used the Inter­
net; in 2000 that number is three hundred million. The 
report further notes that there are more than one bil- 
lion vveb pages on the Internet and that approximate- 
ly three million nevv vveb pages are added daily. One 
survey reports (Domain narnes, 2001) that there are 
currently 36,148,625 domains registered across the 
"coni", "net", "org", and "gov" sites.
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This rapid diffusion of both a new technology and 
a new social model is very evident in the United States 
of America where we have seen the Internet become 
the fastest grovving electronic technology in world 
history. In the U.S., after electricity became widely 
available, 46 years passed before 30 percent of Amer­
ican homes were wired for electrical Service. It took 
the Internet only s e ve n years to have a household 
reach of 30 percent (Pew Charitable Trusts, 2001).

A series of reports issued by the Department of 
Commerce show a continuing diffusion of Computer 
and Internet technology throughout the U.S., be it via 
business access, access in schools and libraries, or per- 
sonal access at home (2000). The most recent report 
notes that:
■ The share of households with Internet access 

soared by 58%, rising from 26.2% in December 
1998 to 41.5% in August 2000.

■ More than h a 1 f of ali households (51.0%) have 
computers, up from 42.1% in December 1998.

■ There were 116.5 million Americans Online at some 
location in August 2000, 31.9 million more than 
there vvere only 20 months earlier.

■ The share of individuals using the Internet rose by 
35.8%, from 32.7% in December 1998 to 44.4% in 
August 2000. If grovvth continues at that rate, more 
than half of ali Americans vvill be using the Inter­
net by the middle of 2001.
http://zvwiu.ntin.doc.gov/ntiahome/digitaldivide/
execsumfttnOO.htm

One of the first large-scale surveys of Citizen partici- 
pation in electronic government exchanges was con- 
ducted by the Momentum Research Group of Cun- 
ningham Communications (July 26,2000). They found 
that 65 percent of adults had conducted at least one 
electronic transaction with a government agency. 
When asked about some of the more citizen-to-gov- 
ernment routine transactions, 47 percent of the re- 
spondents expressed a n interest in renewing their 
driver's licenses over the Internet; 38 percent vvanted 
the option to vote over the Internet for major elec- 
tions; and 36 percent vvanted to be able to have the 
option of conducting ali interactions with government 
(at any level) electronically. An interesting and unex- 
pected finding of this survey was that 71 percent of 
citizens vvho use the Internet vvere vvilling to pay a 
convenience fee for the ability to transact vvith the 
government over the Internet.

VVhile immensely exciting in its potential, this 
vvidespread diffusion of the Internet creates nevv vul- 
nerabilities and policy issues. Concerns for Informa­
tion privacy have skyrocketed in the past decade. 
Vulnerabilities in netvvorked Information systems 
have given rise to sharp examinations of Computer

security and the protection of critical infrastructure. 
The ongoing role of the government to make its Infor­
mation available to its citizens has been stretched and 
challenged vvith the advent of the Internet. Access is 
more than posting to a vveb site—indexing and re- 
trieval challenges are yet to be resolved satisfactorily. 
And there is continuing evidence of a "digital divide" 
in the United States; the existence of a group of com- 
puter/information "haves" and a group of "have nots" 
vvhich is in need of policy intervention. The 2000 re­
port on the digital divide pointed out that vvhile some 
progress had been made in closing the gap, there are 
stili some groups vvhere the divide has not been les- 
sened, and in some cases, increased. (Department of 
Commerce, 2000). There continue to be inequities 
based on race and ethnicity, as vvell as for Americans 
vvith disabilities.

What emerges from this brief overvievv of Internet 
use in the United States is that of a country that is rap- 
idly depending on Computer and Internet technology 
for a range of business and personal uses. There are 
not only economies of scale to be reaped by business 
use of the Internet, there are personal and social be- 
nefits that are reflected in the rapid grovvth in home 
use of the Internet. In the U.S. vve have a quickly dif- 
fusing set of netvvork technologies and corresponding 
changes in business and social practices. This creates 
an environment that is more than ready for a robust 
electronic government.

Governmenfs Evolving Response
Information technology has long been regarded as a 
"big ticket" item in federal government. IT accounts for 
a n annual.obligation of approximately $38 billion—not 
a trivial amount (GAO/F-OCG-OO-9,2000). Thus, it is an 
expenditure that has come under close scrutiny, vvith 
a repeated litany from Congress calling on the Federal 
agencies to maximize the value proposition, increase 
productive, and provide enhanced levels of Service and 
information dissemination to the public vvith their In­
formation technology infrastructures.

The role of government in creating and maintain- 
ing an informed citizenry is potentially enhanced vvith 
the emergence of electronic government. A clear strat- 
egy and vision of hovv to achieve these goals for infor­
mation and Service delivery has not yet been vvell ar- 
ticulated. What vve are seeing at this time is an a d hoc 
response to the development of nevv information 
technologies, most notably netvvork technology, and 
the expectation of more "customer-oriented" focus by 
its citizens. This focus on "customers" or citizens, has 
been nurtured by the private sector's success in its 
rapid creation of electronic Commerce applications. 
This has led to the development and vvidespread use
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of a 24/7 Business model; a model that lets customers 
interface with companies any time, any day of the 
week, anywhere; in Both physical and virtual space. 
This Business model also includes a creation of value 
for customers that is information-based: infinitely cus- 
tomizable Service and products. The use of persistent 
"cookies" and other Information collection practices 
give businesses a wealth of Information on consumer 
behavior and preferences. The collection of these data 
on e-commerce web sites enables to Business turn this 
information into the ultimate in customer Service, in- 
dividually focused, always available. VVhile this ap- 
pears to be a useful model for the private sector, it 
may not be in the best interest of the citizenry. VVhile 
Americans are demanding a very high and ubiquitous 
level of Service from ali organizations, government 
must tread much more lightly in engaging in some of 
these Web-enabled information practices. As noted 
earlier in this paper, the U.S. Citizen has an inherent 
belief in the right to information privacy. There is also 
the concern for the protection of their personally iden- 
tifiable information from malicious use, theft, and al- 
ternation. There are also concerns about what is inher- 
ently govemmental, and vvhat should be off-loaded to 
the private sector to enhance the national economy.

The above noted challenges and opportunities 
have created a unique opportunity for government to 
change its interface with the citizenry. And at the Fed­
eral level, there have already been numerous instan- 
ces of electronic delivery of Services, information, and 
the enabling of Business transactions, e.g., online li- 
censing, online tax payments, online compensation 
systems and electronic transfer of benefits. The U.S. 
Federal CIO Council reportcd that in the year 2000 
there were more than 1200 electronic initiatives un- 
derway in the Federal government. Two of these ini­
tiatives will be reported on in this paper. Funding 
from the National Science Foundation's Digital Gov­
ernment program supported a recent study of charac- 
teristics of electronic government partnerships and 
outcomes. This multi-national study examined e-gov 
projects at ali levels of U.S. government, as well as 
projects in Canada, Belgium, Germany and Brazil. The 
author conducted čase study research at two Federal 
agencies and a brief summary of the finding is pre- 
sented.

FirstGov
FirstGov was launched in September of 2000 and it is 
the only official U.S. government Web portal and is 
described as a single, trusted point-of-service for U.S. 
citizens and businesses to gain entry to federal Servic­
es and information resources. If successful, this portal 
will provide a seamless entry to the estimated fifty to

one hundred million federal agency web pages cur- 
rently on the Internet. It will centralize the procure- 
ment process for doing business with the Federal gov­
ernment. It will centralize the federal grant applica- 
tion and grant award process. The concept of a Fed­
eral portal was first mentioned on June 24, 2000 when 
U.S. President Bill Clinton made the first Internet ad- 
dress to the nation. He announced a bold initiative for 
the U.S. federal government; the deployment of 
firstgov.gov, a government-vvide portal to be opera- 
tional in "ninety days or less." The portal was up and 
running by its deadline in September of 2000.

FirstGov is a unique example of a public-private 
partnership among the U.S. General Services Admin- 
istration, the Federal CIO Council, National Partner­
ship for Reinventing Government, the Government 
Information Technology Services Board, private sec­
tor information industry companies, and the Fed- 
Search Foundation, which, donated the use of their 
search engine to this project for a period of two years. 
This attention from the Executive Office of the Presi­
dent was one of the critical success factors which en- 
abled to portal to be "open for business" in such a 
short period of time.

Other significant and critical variables for the 
project's success included the Presidential Memo of 
December 17,1999: Electronic Government; the pas- 
sage of the Government Papervvork Elimination Act of 
1998 (P.L. No. 105-277); and the 90 day time frame gi- 
ven to launch the portal. These factors created the top 
level support, the legislative framevvork, and the 
sense of commitment and urgency to have a success­
ful launch date.

Today, FirstGov provides informational and trans- 
actional government-to-citizen, government-to-busi- 
ness and government-to-government electronic Ser­
vices. It covers ali three branches of government; exe- 
cutive, judicial and legislative. Its vision, "Our work 
transcends the traditional boundaries of government 
and our vision is global -connecting the world to ali 
U.S. Government information and Services" is being 
carried on with the addition of State and local web 
pages along vvith some pages from foreign govern- 
ments to its vast directory of government information. 
The portal also creates and maintains a number of 
content-specific portals geared to special audience 
needs, such as students.gov, seniors.gov, workers.gov, 
science.gov, and consumers.gov. These specialty por­
tals are consistent with the topič or needs-oriented 
approach to government that FirstGov represents.

The future for this government wide portal looks 
good at this time. The website has won numerous 
awards and has strong visibility and usage. It is includ­
ed in the President's 2002 budget so, in the short term, 
it will continue to have the wherewithal to operate.
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The Internal Revenue Service’s eFile
The desire to connect the taxpaying puhlic to a n easy, 
fast, and paperless tax return process has long been a 
goal of Congress and the Internal Revenue Service 
(IRS). The eFile, a cooperative venture among the IRS, 
the puhlic, certified puhlic accountants, taxpayer soft- 
ware vendors, and other tax professionals, is one of 
the more puhlic and wide-ranging instantiations of 
the desire to reciuce the tax process burden to ali par- 
ties. The vision for eFile is "To revolutionize hov/ tax- 
payers transact and communicate with the IRS." The 
program does this in a variety of ways, using the In­
ternet, Computer softvvare and telephone technologies 
as interaction and filing media.

Factors that were critical to the development and 
the success of this project include the:
■ IRS Commissioner Charles Rossotti,
■ Strong leadership of the Electronic Tax Administra- 

tion Director,
■ Strategic planning focus of the agency,
■ Citizen access priority,
■ IRS Restructuring and Reform Act (RRA) of 1998

• Promotion of electronic filing (sec. 2001 c)
• Form s availability via Internet (sec. 2003d),

■ Government Paperwork Elimination Act,
■ Ability to stimulate "out-of-the-box" thinking,
■ Tax expertise of partners,
■ Direct marketing campaign of eFile to the general 

puhlic,
■ Electronic Tax Administration Advisory Commis- 

sion, and
■ Internet technology.

According to a Ju ne, 2000 ETAAC report to Con­
gress:

The vvebsite itself, www.irs.gov. has achieved a 
remarkable visibility in a short period of time. Date 
from the Internal Revenue Services indicates that 
there were more than 1.5 billion hits to the website 
from January through April 16,2001, which represents 
a 57 percent increase in usage from the same time 
period in 2000. The visitors to the website averaged 
eleven minutes per visit, with most of them going to 
the page for electronic tax filing. The number of do- 
cuments and form s that were downloaded from the 
web site was 103 million for January and February 
2001; a two-fold in crease from the same time period 
in 2000.

The IRS also experienced a large growth in elec­
tronic filing in 2000, with a 20.5 percent increase in e- 
filed returns over the preceding year. Other aspects of 
the electronic filing program also demonstrated im- 
proved Service and information delivery improve- 
ment in 2000.

A goal of the Tax Restructuring and Reform Act of 
1998 was for the IRS to achieve 100 percent electronic

filing of ali returns prepared on Computer by both tax 
payers and tax professionals alike by 2003. VVhile 
progress is being made, the 2000 Annual Report to 
Congress by the ETAAC believes that much work re- 
mains to be done to if the IRS is to be successful in 
even approaching this goal (http://www.cerca.org/re- 
ports/etaacOO.pdf). The ETAAC report also noted that 
they were doubtful of the ability of the IRS to achieve 
its 2007 goal of 80 percent electronic filing of ali tax 
returns. But this does not deter the IRS from seeing 
this as a successful venture to date, with multiple pub- 
lic-private partnerships being established to continue 
to diffuse this process through the tax filing and tax 
preparation customers.

Looking Ahead
The above section m a kes note of j ust a few Internet- 
e na bled examples of electronic government that are 
already being used in the Federal government. A 
strong momentum exists to achieve even greater elec­
tronic interaction between the government and its 
public. The Budget Blueprint of President George W. 
Bush has a heartening focus on the continuation of 
developing and using the Internet to create a Federal 
government that is "citizen-centric." Under the "Gov­
ernment Reform" section of the President's plan, are 
goals to use information technology to decrease the 
excessive hierarchy and red tape inherent in govern- 
mental processes, create a citizen-centric government 
over the Internet, and to develop a n e-government 
fund to insure that these goals are met.

In October of 2001 the Office of Management and 
Budget released the report of the "Quicksilver" Task 
Force on electronic government initiatives. These ini- 
tiatives are to receive special attention and support in 
the Corning eighteen to twenty-four months. The task 
force is a government wide inter-agency group com- 
posed of 70 leaders from 30 Federal agencies con- 
vened in the summer of 2001 to explore cross-cutting 
electronic government programs. The list of their 23 
projects was developed to enhance and facilitate elec­
tronic Services at multiple government agencies. They 
were also created with an eye to focus the e-gov ef- 
forts in four critical segments: government to Citizen, 
government to Business, government to government, 
and internal effectiveness and efficiency. These 
projects also have a direct correspondence to Presi­
dent Bush's management agenda, a strategy to move 
to a customer-centric government.
Some examples of approved projects include the: 

Education Department's Electronic Študent Loan 
for online filing (government-to-citizen),

Justice Department's Wireless Network project 
(government-to-government),
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Department of Transportation's Online Rule-making 
Management system (government-to-business), and

Office of Personnel Management's e-Training, Re- 
cruitment One Stop and Enterprise Human Resource 
Integration including e-travel (effectiveness and effi- 
ciency).

The Federal government's Chief Information Of- 
ficer Council also reflects a strong emphasis on elec- 
tronic government. Their 2002 Strategic Plan 
(www.cio.gov) has a Vision to create a "better govern­
ment through better use of Information, people, pro- 
cesses and technology." To this end their first strate­
gic goal is focused on connecting citizens to their gov­
ernment though a n e-government strategy to im- 
prove access to government Information and Services, 
and to improve the quality of government Informa­
tion and Services using the Internet. One of the objec- 
tives under this goal it so continue with the develop- 
rnent of FirstGov, making it a seamless tool for citizens 
and business to use that will cut across ali government 
branches (executive, judicial, and legislative) and ali 
government levels (Federal, state, and local). The CIO 
Council is also in the process of reorganizing its struc- 
ture to better facilitate their commitment to a n elec- 
tronic government, which will be vital and coherent 
across ali Federal agencies.

These examples show the commitment of the U.S. 
Federal government to create electronic Service provi- 
sion, Information delivery, and transaction capabilities 
to ali segments of their public. What is missing how- 
ever, is a unified strategy to give this a coherent and 
rational face. The proliferation of a plethora of e-gov 
projects without adec]uate strategic guidance ca n cre­
ate more system redundancy and confusion over how 
to fin d Information and Services, rather than stream- 
line such processes.

Conclusion
This paper has examined the policy framework for a n 
electronic government in the United States of Ameri­
ca. It has also presented some of the current and 
pending e-gov initiatives that are underway at the 
Federal level of government. VVhile much progress 
has been made, there are many challenges remaining 
to the success of such a government model. Informa­
tion issues such as privacy, security, access, and dis- 
semination remain critical. The policy framework will 
continue to be glossed to accommodate the Constitu- 
tional rights of citizens while maintaining adequate 
informational and physical security of government 
information systems. The lack of a government wide 
electronic government strategy is also in need of at- 
tention. The Federal government suffers from a n

abundance of redundant, expensive, old information 
platforms, developed to meet very parochial and 
stovepipe needs of agencies. These systems are char- 
acterized by their inability to cross inter and intra-or- 
ganizational boundaries, thus limiting their effectives, 
range and reach. These systems were created without 
any articulation of a Federal agency strategic informa­
tion plan, let alone a government wide strategic infor­
mation plan. The U.S. has the opportunity to redress 
this now, if it can develop and sustain a government 
wide strategic approach to electronic information and 
Service delivery.

A slow and steady development of the electronic 
government infrastructure, however, is probably stili 
a good practice to a government that is accountable to 
a tax-paying electorate. While the excitement and re- 
volutionary outcomes of electronic commerce have a 
certain mass appeal, citizens want their government 
to be reasoned and accountable in the conduct of its 
business. The sheer size of the U.S. government, cou- 
pled with its being the largest creator of information 
in the world, also serves to slow down the creation of 
an electronic government.

A final and important issue here is that in the Unit­
ed States, we have been a nation where government 
touches us most where we live, in towns and villag- 
es, in major metropolitan areas, counties, school dis- 
tricts, libraries, forest preserves, public highways, and 
the like. Do we really want a government that is pri­
marij accessible via the electronic means? While the 
ideal of one-stop-24 hour, seve n day a week-govern- 
ment is enticing, it will be important to sustain the 
community aspect of our democratic society.

Horton, 1979; McDonough, 1988; Sprehe, 1987
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